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It is our great pleasure to introduce Issue 1 of Volume 2026 of the
Proceedings on Privacy Enhancing Technologies (PoPETs). PoPETs
is a journal that publishes articles accepted to the annual Privacy
Enhancing Technologies Symposium (PETS). To contribute to the
free availability of scientific publications, PoPETs is published under
the open-access Creative Commons Attribution-NonCommercial-
NoDerivs license.

PoPETs/PETS uses a hybrid conference-journal model, one that
since its inception has been adopted by many other conferences in
the field. In this model, articles are published throughout the year at
regular intervals, and the papers for the year are then presented at
an annual conference. Reviewers can request revisions of submitted
articles, which may then be revised by the authors and re-reviewed
by a revision editor. PoPETs publishes four issues per year. By
incorporating interactive revision and review across these issues,
PoPETs provides a high-quality peer-review process that enables
authors and reviewers to work together to produce and recognize
significant scholarly contributions.

The PoPETs double-blind peer-review process is similar to other
top-tier computer-security publications. The process includes ini-
tial review by the Editors-in-Chief and the Desk Review Chair for
rules compliance and in-scope content, written reviews by multiple
independent reviewers, author rebuttal, discussion among review-
ers, and consensus decisions with disagreements resolved by the
Editors-in-Chief or the Vice Chairs. The output of the review pro-
cess is a set of reviews, a meta-review summarizing the reviewers’
opinions after discussion (for papers that are not early-rejected
during the first round), and one of the following decisions: Accept,
Revise, and Reject.

Reviewing by the Editorial Board is performed in two rounds. In
the first round, the Editors-in-Chief assign two reviewers from the
Regular Editorial Board and a Vice Chair to all papers, and at the
end of the round early decisions are made to reject certain papers
that have two Reject scores from the reviewers. The remaining
papers receive additional reviews in the second round for a total of
four reviews (in a few cases, submissions received fewer or more
reviews). One of the assigned reviewers is appointed as a meta-
review lead, who guides and summarizes the discussion into a
meta-review. The assigned Vice Chair, along with the Editors-in-
Chief, set a final decision for each paper.

Some articles had an external review drawn from a pool of ex-
perts nominated by the community1 or identified by a member of
1The nomination form is available on the PETS website.
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the Editorial Board as a qualified reviewer. All reviews were sent
to the authors of papers that proceeded to the second round of
review, and those authors were invited to provide written rebuttals
to the reviews. After the rebuttal period there was a discussion
among the reviewers, other members of the Editorial Board, the
Vice Chairs, and the Editors-in-Chief to reach a consensus decision
for each paper. The meta-review lead then wrote a meta-review that
summarized the discussion and the justification for the decision.

Authors of articles that received a Revise decision were invited to
revise their submission according to a well-defined set of revision
criteria included in the meta-review. An interactive revision pro-
cess was used to enable authors to complete the revisions deemed
necessary by the reviewers. The revision process was guided by
a single revision editor whose identity was kept secret from the
authors, and all communication between the authors and the revi-
sion editor was done (anonymously) through our article submission
system. First, authors were instructed to aim for one of two revision
deadlines: the first within one month of author notification, and the
second within four months of author notification. Authors were
asked to propose a revision schedule appropriate for their chosen
deadline, and revision editors were asked to review and approve
the schedules. Second, authors revised their submissions according
to the meta-review and were able to ask the revision editor for clar-
ifications about the revision criteria listed in the meta-review, for
intermediate feedback, or for further direction. Revision editors re-
viewed intermediate versions, providing additional feedback when
necessary, and ultimately issuing a final decision of Accept or Reject.
Submissions accepted by the first (one month) revision deadline are
published in this issue of PoPETs, and submissions accepted after
the first (one month) but before the second (four month) revision
deadline will be published in the next issue of PoPETs.

Articles submitted to this issue were reviewed by 210 members
of the Editorial Board, 11 Vice Program Chairs, and 3 external
reviewers. The submitted articles, reviews, and discussion were
available to all members of the Editorial Board who did not have
a conflict of interest with the authors of the article. To identify
conflicts of interest, the membership of the Editorial Board was
published before submissions were opened, and authors were asked
to indicate members with whom any of the authors had a conflict.
In addition, Editorial Board members were asked to list the authors
and institutions with which they have conflicts of interest. Finally,
the Editors-in-Chief also checked for missed conflicts. Editorial
Board members were welcome to submit articles, while the Editors-
in-Chief were precluded from doing so.

There were 144 submissions to this issue of PoPETs. 21 of the 144
submissions had been rejected from a previous issue and were re-
submitted to the journal. For all of these resubmissions, the authors
provided a summary of the changes that were made to the prior
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version of the paper that explained how concerns from previous
reviews had been addressed.

Of the 144 submissions, 3 received a decision of Accept, and 32
received a decision of Revise. For the latter, a reviewer was assigned
as a revision editor to guide the revision process as described above;
19 of these articles were revised and accepted by this issue’s revision
deadline and 13 articles are pending revision (and may be published
in the next issue).

The remaining 109 submissions were not accepted to appear
in this issue. 20 submissions were desk-rejected by the Editors-in-
Chief without review by the Editorial Board for being out of scope,
over the page limit, or non-anonymous. 88 submissions received
a decision of Reject, 36 after the first round of reviewing, 52 after
the second round of reviewing, and 0 during revision. For these
rejected papers, reviewers identified either serious deficiencies, that
the needed revisions are too large or unlikely to be successfully
addressed in a short time, or issues of scope. Finally, 1 submission
was withdrawn by the authors during the review process.

In addition to the 144 new submissions, 8 papers were pending
revision from the previous issue. Of these, 8 were accepted, 0 were
rejected, and 0 were withdrawn.

Considering both new submissions and pending revisions, 30
articles in total are accepted in this issue and will be presented at
PETS 2026.

The Andreas Pfitzmann Best Student Paper Award has tradition-
ally been given to papers written solely or primarily by a student
who is presenting the work at PETS. New for PoPETs Volume 2026,
we select one best student paper award winner for each issue. Of
the 30 articles accepted in PoPETs Volume 2026 Issue 1, 16 were
eligible for the best student paper award. These eligible papers were
considered for their scientific quality, the expected impact on the
field, the reviews and discussion of the program committee, and
vice-chair nomination statements. The award committee reviewed
and discussed these elements and selected the PoPETs Volume 2026
Issue 1 Andreas Pfitzmann Best Student Paper Award winner and a
runner-up as follows:

• Winner : “Evaluating connection migration based QUIC cen-
sorship circumvention” by Seungju Lee (Princeton Univer-
sity), Mona Wang (Princeton University), Watson Jia (Prince-
ton University), Qiang Wu (GFW Report), Henry Birge-Lee
(Princeton University), Liang Wang (Princeton University),
and Prateek Mittal (Princeton University)

• Runner-up: “PriVA-C: Defending Voice Assistants from Fin-
gerprinting Attacks” by Dilawer Ahmed (North Carolina
State University), Aafaq Sabir (North Carolina State Univer-
sity), Ahsan Zafar (North Carolina State University), and
Anupam Das (North Carolina State University)

Congratulations!
For the 2026 volume, we continue an artifact-review procedure to

collect, evaluate, and distribute artifacts related to accepted papers
(e.g. source code, datasets, machine-generated proofs, formal speci-
fications, and build environments).2 Authors of accepted papers are
encouraged (but not required) to submit their artifacts for review
by an artifact-review committee. The committee performs some

2https://petsymposium.org/artifacts.php

checks on artifact quality (e.g. documentation, licensing, and com-
pilation); once approved, artifacts accompany the corresponding
papers on the PETS website.

We thank the following people for making the first issue of
PoPETs Volume 2026 possible:

General Chairs for PETS 2026:
• Ryan Henry, University of Calgary
• Bailey Kacsmar, University of Alberta

Vice Program Chairs/Associate Editors-in-Chief:
• Diogo Barradas, University of Waterloo
• Kevin Gallagher, NOVA LINCS, NOVA School of Science and
Technology

• Sepideh Ghanavati, University of Maine
• Marc Juarez, University of Edinburgh
• Pierre Laperdrix, CNRS
• Rishab Nithyanand, University of Iowa
• Simon Oya, University of British Columbia
• Tobias Pulls, Karlstad University
• Sandra Siby, New York University
• Christine Utz, Radboud University
• Yixin Zou, Max Planck Institute for Security and Privacy

Desk Review Chair:
• Carmela Troncoso, EPFL & MPI-SP

Program Committee / Editorial Board:
• Yasemin Acar, Paderborn University & The George Wash-
ington University

• Shashank Agrawal, Coinbase
• Mashael Al-Sabah, Qatar Computing Research Institute
• Mário Alvim, UFMG
• Frederik Armknecht, University of Mannheim
• Arjun Arunasalam, Purdue University
• Erman Ayday, Case Western Reserve University
• Christian Badertscher, IOG & Zurich University of Applied
Sciences

• Debabrota Basu, Inria Centre at University of Lille
• Iness Ben Guirat, Université Libre de Bruxelles
• Zinaida Benenson, Friedrich-Alexander-Universität Erlangen-
Nürnberg (FAU)

• Yohan Beugin, University of Wisconsin-Madison
• Gergely Biczok, CrySyS Lab, Budapest Univ. of Technology
and Economics

• Glencora Borradaile, Oregon State University
• Xavier Bultel, INSA Centre Val de Loire
• Quinn Burke, University of Wisconsin-Madison
• Joseph Calandrino, Unaffiliated
• Sofia Celi, Brave / University of Bristol
• Anrin Chakraborti, University of Illinois at Chicago
• Sylvain Chatel, CISPA Helmholtz Center for Information
Security

• Rahul Chatterjee, University of Wisconsin-Madison
• Panagiotis Chatzigiannis, Visa Research
• Shan Chen, Southern University of Science and Technology
• Yimin Chen, University of Massachusetts Lowell
• Sherman S. M. Chow, Chinese University of Hong Kong
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• Lynn Chua, Google
• Shaanan Cohney, University of Melbourne
• Tianshuo Cong, Tsinghua University
• Kovila Coopamootoo, King’s College London
• Jedidiah Crandall, Arizona State University
• Ana-Maria Cretu, EPFL
• Ha Dao, MPI-INF
• Debajyoti Das, Lund University
• Sanchari Das, George Mason University
• Edwin Dauber, Widener University
• Alex Davidson, LASIGE, Universidade de Lisboa
• Martin Degeling, Independent
• Nurullah Demir, Institute for Internet Security
• Roger Dingledine, The Tor Project
• Ye Dong, National University of Singapore
• Jannik Dreier, Université de Lorraine, CNRS, Inria, LORIA
• Minxin Du, The Hong Kong Polytechnic University
• Markus Duermuth, Leibniz University Hannover
• Kasra Edalatnejad, TU-Darmstadt
• Tariq Elahi, University of Edinburgh
• Birhanu Eshete, University of Michigan, Dearborn
• Saba Eskandarian, University of North Carolina at Chapel
Hill

• Vero Estrada-Galiñanes, The DECENT Lab
• Sascha Fahl, CISPA Helmholtz Center for Information Secu-
rity

• Alvaro Feal, ThousandEyes (Cisco)
• Ellis Fenske, US Naval Academy
• Natasha Fernandes, Macquarie University, Australia
• Tobias Fiebig, Max Planck Institute for Informatics
• Imane Fouad, University Mohammed VI Polytechnic (UM6P)
• Julien Gamba, Cisco ThousandEyes
• Sébastien Gambs, Université du Québec à Montréal
• Alexander Gamero-Garrido, UC Davis
• Simson Garfinkel, BasisTech, LLC
• Marilyn George, MongoDB Research
• Prosanta Gope, University of Sheffield
• Devashish Gosain, IIT Bombay
• Thomas Gross, Newcastle University, United Kingdom
• Matteo Grosse-Kampmann, Rhine-Waal University of Ap-
plied Sciences

• Michele Guerra, New York University, Abu Dhabi
• Zichen Gui, University of Georgia
• Divya Gupta, Microsoft Research
• Emre Gursoy, Koç University
• Florian Hahn, University of Twente
• Thomas Haines, Australian National University
• Anisa Halimi, IBM Research
• Rakibul Hasan, Arizona State University
• Xinlei He, Hong Kong University of Science and Technology
(Guangzhou)

• David Heath, University of Illinois Urbana-Champaign
• Urs Hengartner, University of Waterloo
• Dominik Herrmann, University of Bamberg
• Hanan Hibshi, Carnegie Mellon University and King Abdu-
laziz University

• Jaap-Henk Hoepman, Radboud University

• Roberto Hoyle, Oberlin College
• Yidan Hu, Rochester Institute of Technology
• Mathias Humbert, University of Lausanne
• Muhammad Ikram, Macquarie University
• Murtuza Jadliwala, The University of Texas at San Antonio
• Aaron D. Jaggard, U.S. Naval Research Laboratory
• Martin Johns, TU Braunschweig
• Aaron Johnson, U.S. Naval Research Laboratory
• Tushar Jois, City College of New York
• Kangsoo Jung, Inria
• Taeho Jung, University of Notre Dame
• Nesrine Kaaniche, Télécom SudParis, Institut Polytechnique
de Paris

• Alexander Knop, Google Research
• Nadim Kobeissi, Symbolic Software, Cure53
• Simon Koch, Security and Privacy Lab, University of Inns-
bruck

• Katharina Kohls, Ruhr University Bochum
• Markulf Kohlweiss, University of Edinburgh and IOG
• Roman Kolcun, University of Cambridge
• Konrad Kollnig, Law & Tech Lab, Maastricht University
• Dhruv Kuchhal, Amazon
• Alptekin Küpçü, Koç University
• Russell W. F. Lai, Aalto University
• Duc Le, Visa Research
• Hieu Le, Independent Researcher
• Adam Lee, University of Pittsburgh
• Jaewoo Lee, University of Georgia
• Arnaud Legout, Centre Inria d’Université Côte d’Azur
• Ming Li, University of Texas at Arlington
• Ninghui Li, Purdue University
• Tianshi Li, Northeastern University
• Zengpeng Li, Shandong University
• Zheng Li, Shandong University
• Kaitai Liang, TU Delft
• Wouter Lueks, CISPA Helmholtz Center for Information Se-
curity

• Bo Luo, The University of Kansas
• Sunil Manandhar, IBM Research
• Prianka Mandal, William & Mary
• Piotr Mardziel, RealmLabs.AI
• Lilika Markatou, TU Delft
• Athina Markopoulou, UC Irvine
• Karola Marky, Ruhr University Bochum
• Alexander Master, United States Military Academy
• Travis Mayberry, US Naval Academy
• Shagufta Mehnaz, Penn State University
• David Mestel, Maastricht University
• Abraham Mhaidli, Max Planck Institute for Security and
Privacy (MPI-SP)

• Antonis Michalas, Tampere University and RISE Research
Institutes of Sweden

• Ian Miers, University of Maryland
• Mohsen Minaei, Visa Research
• Jelena Mirkovic, USC Information Sciences Institute
• Alan Mislove, Northeastern University
• Katerina Mitrokotsa, University of St. Gallen, Switzerland
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• David Mohaisen, University of Central Florida
• Reham Mohamed Aburas, American University of Sharjah,
UAE

• Veelasha Moonsamy, Ruhr University Bochum
• Sashank Narain, University of Massachusetts Lowell
• Joseph Near, University of Vermont
• Boel Nelson, Department of Computer Science, University
of Copenhagen

• Nam Ngo, Privacy + Scaling Explorations, Ethereum Foun-
dation

• Muslum Ozgur Ozmen, Arizona State University
• Catuscia Palamidessi, Inria
• Omkant Pandey, Stony Brook University
• Prajwal Panzade, Old Dominion University
• Panagiotis Papadopoulos, iProov Limited
• Jeongeun Park, Norwegian University of Science and Tech-
nology (NTNU)

• Christopher Patton, Cloudflare
• Sai Teja Peddinti, Google
• Giuseppe Persiano, University of Salerno
• Amogh Pradeep, CrowdStrike
• Chenxi Qiu, University of North Texas
• Elizabeth Quaglia, Royal Holloway, University of London
• Sazzadur Rahaman, University of Arizona
• Mohammad Saidur Rahman, University of Texas at El Paso
• Saraswathy Ramanathapuram Vancheeswaran, HP Inc., Pri-
vacy Innovation and Assurance

• Thilina Ranbaduge, CSIRO, Australia
• Joel Reardon, University of Calgary
• Christian Rechberger, TU Graz
• Pascal Reisert, University of Stuttgart
• Daniel Roche, U.S. Naval Academy
• Luc Rocher, University of Oxford
• Florentin Rochet, UNamur
• Sushmita Ruj, University of New South Wales, Sydney
• Reihaneh Safavi-Naini, University of Calgary
• Kavous Salehzadeh Niksirat, Max Planck Institute for Secu-
rity and Privacy

• Sajin Sasy, CISPA Helmholtz Center for Information Security
• Nitesh Saxena, Texas A&M University
• Florian Schaub, University of Michigan
• Phillipp Schoppmann, Google
• Dominique Schroeder, TU Wien
• Savio Sciancalepore, TU Eindhoven (TU/e)
• Wendy Seltzer, Independent
• Siamak Shahandashti, University of York, UK
• Ryan Sheatsley, University of Wisconsin-Madison
• Yan Shvartzshnaider, York University
• Mark Simkin, Flashbots
• Lucy Simko, Barnard College
• Sachin Kumar Singh, University of Utah
• Georgios Smaragdakis, Delft University of Technology
• Peter Snyder, Brave Software
• Claudio Soriente, NEC Laboratories Europe
• Theresa Stadler, EPFL
• Thorsten Strufe, Karlsruhe Institute of Technology
• Wei Sun, Wichita State University

• Yixin Sun, University of Virginia
• Ajith Suresh, Technology Innovation Institute (TII), UAE
• Rajat Tandon, Juniper Networks Inc.
• Jan Tolsdorf, The George Washington University
• Rahmadi Trimananda, Comcast Cybersecurity & Privacy
Research

• Hikaru Tsuchida, Saitama Institute of Technology
• Fatih Turkmen, University of Groningen
• Adithya Vadapalli, IIT Kanpur
• Luke Valenta, Cloudflare, Inc.
• Tom Van Goethem, Google / KU Leuven
• Yash Vekaria, University of California, Davis
• Muthuramakrishnan Venkitasubramaniam, Ligero Inc.
• Han Wang, The University of Kansas
• Haoyu Wang, Huazhong University of Science and Technol-
ogy

• Mona Wang, Princeton University
• Mor Weiss, Bar-Ilan University
• Christo Wilson, Northeastern University
• Xusheng Xiao, Arizona State University
• Luyi Xing, University of Illinois Urbana-Champaign/Indiana
University

• Jing Xu, CISPA Helmholtz Center for Information Security
• Hossein Yalame, Bosch Research
• Yaxing Yao, Johns Hopkins University
• Kevin Yeo, Google and Columbia University
• Thomas Zacharias, University of Glasgow
• Shaohu Zhang, North Carolina A&T State University
• Yanjun Zhang, University of Technology Sydney
• Zhikun Zhang, Zhejiang University
• Ziming Zhao, Northeastern University
• Yifeng Zheng, The Hong Kong Polytechnic University
• Melek Önen, EURECOM

Publication Chairs:
• Partha Das Chowdhury, University of Bristol
• Ryan Wails, Georgetown University

Infrastructure Chairs:
• Roger Dingledine, The Tor Project
• Ian Goldberg, University of Waterloo

Artifact Chairs:
• Miti Mazmudar, University of Waterloo & University of Cal-
gary

• Yohan Beugin, University of Wisconsin-Madison

Artifact Review Committee:
• Alessandro Baccarini, Guardian Cryptography LLC
• Alireza Shirzad, University of Pennsylvania
• Anais Huang, University of Waterloo
• Andreas Brüggemann, TU Darmstadt
• Anna Lorimer, University of Chicago
• Anudeep Das, University of Waterloo
• Arifa Islam Champa, Idaho State University
• Arnab Bag, Imec Belgium
• Arul Thileeban Sagayam, Bloomberg
• Asim Waheed, University of Waterloo
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• Bhavani Shankar Garikapati, Staff Engineer, Lyft
• Bishnu Bhusal, University of Missouri
• Carolin Zoebelein, unaffiliated
• Daniel Schadt, Karlsruhe Institute of Technology (KIT)
• Daren Zheng, Meta Platforms Inc.
• Dongfang Zhao, Indiana University Bloomington
• Ethan Witwer, Linköping University
• Faxing Wang, University of Melbourne
• Gokulnath Krishnan, Microsoft
• Harshal Shah, Visa Research
• Harshini Sri Ramulu, Paderborn University
• Humaira Fasih Ahmed Hashmi, University of California,
Davis

• Ismat Jarin, UC Irvine
• Jack West, University of Wisconsin - Madison
• Jade Sheffey, University of Massachusetts Amherst
• Jan Niklas Drescher, Technische Universität Braunschweig
• Jean-Charles Noirot Ferrand, University ofWisconsin - Madi-
son

• Jinseo Lee, KAIST
• Joseph Vendryes, University of Waterloo
• Jules Dejaeghere, University of Namur
• Julian Todt, Karlsruhe Institute of Technology (KIT)
• Kelechi Kalu, Purdue University
• Kenneth Odoh, unaffiliated
• Kyle Domico, University of Wisconsin - Madison
• Lachlan Gunn, Aalto University
• Lipeng He, University of Waterloo
• Logan Kostick, Johns Hopkins University
• Loris Reiff, Google
• Luigi D. C. Soares, UFMG (Brazil) & Macquarie University
(Australia)

• Malte Wessels, TU Braunschweig
• Md Fazle Rabbi, Idaho State University
• Mehrad Haghshenas, University of Waterloo
• Minjun (Elena) Long, University of Virginia
• Mir Masood Ali, University of Illinois Chicago
• Mudita Khurana, Airbnb
• Muhammad Jazlan, University of California, Davis
• Noé Zufferey, ETH Zurich
• Panagiotis Chatzigiannis, Visa Research
• Parsa Ghazvinian, Georgia State University
• Paul Chung, UC San Diego
• Preston Haffey, University of Calgary
• Rachit Gupta, American Express, IEEE
• Sebastian Hasler, University of Stuttgart
• Shalini Saini, University of Maryland Eastern Shore
• Shangqi Lai, CSIRO’s Data61
• Shijing He, King’s College London
• Snahil Singh, New York University
• Sumit Sharma, Meta Platforms Inc.
• Sunil Singh Rathode, Meta Platforms Inc.
• Tina Khezresmaeilzadeh, University of Southern California
• Vadym Doroshenko, Google
• Vinod Khandkar, University of Surrey
• Xiaoyu (Shaw) Xia, RMIT University
• Xingli Zhang, University of Louisiana at Lafayette

• Yaxiong Lei, University of St Andrews & University of Essex
• Yongming Fan, Purdue University
• Yurii Sushko, Google
• Zachary Espiritu, MongoDB Research
• Zahra Manochehri, University of Waterloo
• Zhuolin Yang, University of Arizona

Artifact Infrastructure Chair:
• Tobias Fiebig, measurement.network

Web Chairs:
• Sofia Celi, Brave / University of Bristol
• Mathilde Raynal, EPFL

Publicity Chair:
• Smirity Kaushik, University of Illinois in Urbana Champaign

Best Student Paper Award Chair.
• Nick Hopper, University of Minnesota

Best Student Paper Award Committee.
• Eleanor Birrell, Pomona College
• Anupam Das, North Carolina State University
• Paul Syverson, U.S. Naval Research Laboratory

We thank the following external reviewers:
• Alexandra Dirksen, TU Braunschweig
• Federico Mazzone, University of Twente
• Q Misell, Max Planck Institute for Informatics

We thank the anonymous revision editors for their hard work.

Sincerely,
Gunes Acar and Rob Jansen
Co-Editors-in-Chief of PoPETs Volume 2026, and
Program Co-Chairs of PETS 2026
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